
April 14, 2014 
 
 
 
 
Dear Customer,  
 

 

 

You may have recently heard about the potential OpenSSL security vulnerability, known as 

“Heartbleed”, affecting some secure websites. Viztek & 20/20 Imaging takes security 

seriously and has reviewed all of our external and internal systems for this vulnerability 

along with all of the third party services we employ. After conducting our review we’ve 

noted that no Viztek or 20/20 Imaging  service is affected by this vulnerability. 

 

Because we share the responsibility of securing our network we ask that you as our partner 

review your services to determine if this vulnerability impacts them. You can find detailed 

information about the issue at:http://web.nvd.nist.gov/view/vuln/detail?vulnId=CVE-2014-

0160, and what to do in the event it impacts your services. Viztek & 20/20 Imaging 

appreciates your quick review of this issue.  

 

Thank You, 
 
 

 
Best Regards, 
  
Stephen Hathaway 
Vice President of Operations 
Viztek, LLC 
  
Office: 800-366-5343 ext.320 
Cell: 919-335-5230 
E-mail: shathaway@viztek.net 
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